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Abstract
This article presents a dynamic decision support methodology for counter-terrorism decision support. The initial sections introduce basic objectives and challenges of terrorism risk analysis and risk management. The remainder of the paper describes TRANSEC, a decision support framework for defining, validating, and monitoring strategies focused on managing terrorism risks to international transportation networks.
The methodology and software tools underlying TRANSEC are applicable to other homeland security problems, such as critical infrastructure and border protection.
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Countering and defending against terrorist threats has become a key focus of dialogue and practical cooperation with all partners. Terrorism continues to morph as it adapts to new technologies and evolutions in the security environment. The threat of cyber terrorism to critical infra-structure is of increasing concern. For this reason, effective protection against terrorism and unconventional security challenges must focus not only on defence and deterrence but also on prevention and resilience, which will help societies to recover quickly after an attack. Protecting populations and infrastructure. Thus, to counter terrorist threats and terrorist mechanisms for initiating emergency situations to an even greater degree than for natural and man-made risks, a systemic approach is needed for ensuring security and developing an optimal strategy for counterterrorism force and resource deployment. Inasmuch as concentrating resources on protecting one system element (or protecting a target from one scenario of terrorist action) could prove useless because, after evaluating the situation, the terrorists could redirect the attack against another element of the system or switch to a different attack...

Complex engineering systems are becoming global networks. The currently available methodologies of risk assessment and reliability are not adequate for building resilience against terrorism. Canada's counter-terrorism strategy 5. The Terrorist Threat. Terrorism is not a new tactic. Support for the prosecution of terrorists demonstrates the Government's commitment to protecting the public and to countering terrorism. ADHERENCE TO THE RULE OF LAW

Canadian society is built on the rule of law as a cornerstone of peace, order and good government. It follows that all counter-terrorism activities must adhere to the rule of law.